
Security Policy 
 
We understand the concerns you may have about the safety of your sensitive information 
and are committed to protecting the information you share with us. Here are some of the 
technologies and practices we’ve put in place to protect your information: 
 

• We transmit information securely. This reduces the risk of potential hackers 
“intercepting" a data conversation. 

• We apply Secure Sockets Layer (SSL) encryption technology. 

• Our servers are housed in a secure facility that is a Soc 2 Type II, PCI Compliant 
Data Center. 

 

Your participation is important to our security efforts. The following are steps we 
suggest you take to protect your computer’s security. 
 

• Make sure you keep your computer and browser software current with 
security updates. 

• Change your password often, create a strong password by using a 
combination of letters and numbers and do not share your password with 
anyone. 

• Install and update anti-virus and anti-spyware software and use personal 
firewalls to protect your computer. 

• Always log off after completing your activities on this site. 
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